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1. Introduction
 FTP stands for File Transfer Protocol. It is a protocol used to transfer files between an FTP host/server and an FTP client computer on the Internet. FTP is most commonly used to download files from the World Wide Web. It is an alternative choice to HTTP protocol for downloading and uploading files to FTP servers. 

History of FTP 
In the early days of computing, complex sets of commands had to be learned to use the Internet. FTP, invented in the early 1970s, established a standard protocol for transferring files between systems. 

FTP protocols used for the Internet standard were drafted by the Internet Engineering Task Force committee as a series of RFC (Request for Comments) formal documents. In 1971 the FTP protocol RFC 114 was published. Over the years the document was revised with newer versions making changes to improve the FTP protocol. RFC 959 was published in 1985, which became the current standard specification. The RFC document is still being amended to date, with revisions to improve the security of FTP and adding support for newer technologies.
1.1 Purpose 

FTP is an acronym for File Transfer Protocol. As the name suggests, FTP is used to transfer files between computers on a network. You can use FTP to exchange files between computer accounts, transfer files between an account and a desktop computer, or access online software archives. Keep in mind, however, that many FTP sites are heavily used and require several attempts before connecting
1.2 Document Conventions

<Describe any standards or typographical conventions that were followed when writing this SRS, such as fonts or highlighting that have special significance. For example, state whether priorities  for higher-level requirements are assumed to be inherited by detailed requirements, or whether every requirement statement is to have its own priority.>

1.3 Intended Audience and Reading Suggestions

Different types of reader can use ftp web portal  such as developers, project managers, marketing stuff, clients etc.

1.4 Product Scope

The scope of this document is to help the CBC External Users to connect to the FTP server using the protocols https and SFTP.

File transfer protocol has a best scope now a day because all documents are available and every client can download their own files to their pc and get a lot of information from it.
Ftp goal is that to bring facilities to the users

1.5 References

https://www.ibm.com/support/knowledgecenter/ssw_ibm_i_73/rzaiq/rzaiqserversu.htm
https://www.serv-u.com/features/file-transfer-protocol-server-windows/commands
%0 Generic

%T RFC1579: Firewall-Friendly FTP

%A Bellovin, S

%D 1994

%I RFC Editor
2. Overall Description

2.1 FTP Functions

Given link shows the ftp function 

https://www.php.net/manual/en/ref.ftp.php
2.2 User Classes and Characteristics

All user can use ftp web portal so there is no restriction for anyone however, those who want to get more information this is special for those anyway everyone can get benefit from this server.

2.3 Operating Environment

As a courtesy, here are the basic settings for the FTP clients that our customers most often ask about: Filezilla for Windows, Linux and Mac OS X 10.5 or newer, and CyberDuck for Mac OS X 10.4 or newer.
FTP to transfer files on your computer to files on the server that your site is being hosted on.


ftp need a strong system for using.

2.4 Design and Implementation Constraints

ftp web portal has two login forms one for admin and second for client .

Admin can upload different types of file to ftp server and there will be one database for saving all record

And clients have only login account for accessing to ftp server and downloading files which they really need.

After download a file they have option for logout if they want to logout they can do for the next time login is compulsory for them.
2.5 User Documentation

FTP is used to connect to the home directory of a web site as the Admin user of that site. Use FTP to manage the files in the Document Root of a site or the home directory of the Admin user for a site.

You cannot use FTP to connect as the ‘root’ user, and you cannot use FTP to connect to any part of the VPS outside of the basic home directories for the Admin users of the sites. If you need to upload WAR or EAR files or any other files to the Tomcat, JBoss or Glassfish directories, you will need to use SFTP. Using SFTP is covered in the SFTP User Guide
3. External Interface Requirements
4. [image: image6.png]Create new account



User Interfaces
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4.1 Hardware Interfaces
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Software Interfaces

4.3 Communications Interfaces
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5. System Features

5.1 System Feature 1

· Data representation. • FTP handles three types of data representations-ASCII (7 bit), 
EBCDIC (8-bit) and 8-binary data. ...

· File organization and Data structures. • ...

· Transmission modes. • FTP can transfer a file by using one of the following three modes: ...

· Error control.

· Access control.

4.1.3
Functional Requirements

There are some functional requirements 

System store all record In database.

Admin upload documents to ftp server.

Clients download files from ftp.

Admin can restrict on clients.

6. Other Nonfunctional Requirements

Maintainability

Security

Scalability

Performance

Reliability

Usability

6.1 Performance Requirements

<If there are performance requirements for the product under various circumstances, state them here and explain their rationale, to help the developers understand the intent and make suitable design choices. Specify the timing relationships for real time systems. Make such requirements as specific as possible. You may need to state performance requirements for individual functional requirements or features.>

6.2 Safety Requirements

<Specify those requirements that are concerned with possible loss, damage, or harm that could result from the use of the product. Define any safeguards or actions that must be taken, as well as actions that must be prevented. Refer to any external policies or regulations that state safety issues that affect the product’s design or use. Define any safety certifications that must be satisfied.>

6.3 Security Requirements

<Specify any requirements regarding security or privacy issues surrounding use of the product or protection of the data used or created by the product. Define any user identity authentication requirements. Refer to any external policies or regulations containing security issues that affect the product. Define any security or privacy certifications that must be satisfied.>

6.4 Software Quality Attributes

<Specify any additional quality characteristics for the product that will be important to either the customers or the developers. Some to consider are: adaptability, availability, correctness, flexibility, interoperability, maintainability, portability, reliability, reusability, robustness, testability, and usability. Write these to be specific, quantitative, and verifiable when possible. At the least, clarify the relative preferences for various attributes, such as ease of use over ease of learning.>

6.5 Business Rules

 I am trying to find a way to provide AV scanning FTP uploads to our FTP server using a business app rule.  As it stands, you can only do this on user/network rule and would really only apply to users downloading from an FTP site. My goal is to prevent infected uploads to our FTP server if possible to help keep it clean.  It has AV running on it but if I can stop this before it gets to the server that would be even bette
7. Other Requirements

<Define any other requirements not covered elsewhere in the SRS. This might include database requirements, internationalization requirements, legal requirements, reuse objectives for the project, and so on. Add any new sections that are pertinent to the project.>
Appendix A: Glossary

	Name
	Description 

	Administrator 
	The person who is the owner of uploading and managing files 

	General members
	All users are general members

	Premium member
	The person who want to premium membership

	Program schedule 
	The timetable for uploading the documents

	Update 
	Update the documents on the update page

	C panel
	Control panel 

	Login
	Login form for ftp site


Appendix B: Analysis Models

Data flow diagram
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Class diagram
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State transition diagram
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Transition diagram
Entity relationship diagram
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Appendix C: To Be Determined List

<Collect a numbered list of the TBD (to be determined) references that remain in the SRS so they can be tracked to closure.>
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